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	 Contact Name and Details
	Carmila Legarda, Director of Development and Personnel legardac@methodistchurch.org.uk



	Subject and Aims
	Update on the pilot for the Personnel Files for Ministers project.

	Background Context and Relevant Documents (with function)
	Personnel Files for Ministers report to the Conference 2010 and 
Update report in 2012
The Methodist Council received this report on 13-15 April 2013.


Summary of Impact 

	Financial
	Included in Connexional Central Services Budget

	Personnel
	A Personnel Project Officer will be dedicated to this area of work to ensure consultations, training and support are carefully and thoughtfully carried out during implementation. 

	Legal 
	 Implementation will accord with the Data Protection Act and enable the Church to fulfil its duties under various immigration and safeguarding legislation and procedures.

	Wider Connexional
	Implementation will be carried out through careful consultation to enable a consistent use of personnel information.  Consistency of proper use across circuits and districts is essential to foster greater trust in this area.  


1.0
Background summary
1.1
In 2010 the Conference took the decision to implement personnel files for ministers passing the following resolutions:
”34/1. (a)The Conference adopted the principle of developing and maintaining personnel files for presbyters and deacons, underpinned by the following objectives: 
· to enable personal and professional development; 

· to foster mutual accountability; 

· to assist in the provision of care by the connexion to the individual presbyter or deacon; 

· to contribute to the appropriate provision of information within the connexion;

· to provide essential safeguards; 

· to keep historical records; 

· to work within the provisions of the Data Protection Act 1998 and any other relevant legislation. 

(b)The Conference directed that such files shall be established in accordance with the process set out in Resolutions 34/2 and 34/3 below and thereafter held and maintained by the Secretary of the Conference and his or her delegated representatives. 

34/2. The Conference directed that the process of establishing personnel files for all presbyters should begin in September 2010, based on the details currently available in the Minutes of Conference and the existing connexional database; and that a personnel file for every existing deacon should be established during the Connexional year 2010–2011. 

34/3. The Conference directed that further use of personnel files for ministers should be piloted with the Methodist Diaconal Order, focusing particular attention on: a) Issues of security b) Issues of access c) Issues of remedy for factually incorrect information; and that this pilot should run from January 2011 to December 2011 with a review and recommendations being brought to the Conference by 2012. 

34/4 The Conference noted that all ministers will be able to have access to their own personnel files within the provisions of the Data Protection Act. 

2.0
Results from the Pilot
2.1
Due to unforeseen issues relating to obtaining the necessary capacity in IT expertise and infrastructure, the pilot with the Methodist Diaconal Order was considerably delayed.  By January 2012 a personnel file for every deacon was established and the pilot began. It ran from January 2012 to December 2012 and was able to address successfully issues of security, access and remedy for correcting factually incorrect information.  Files were accessed an average of two occasions by each deacon, mostly to change their password, look at and comment on information held, and add emergency contact details.  Deacons were positive and were surprised that so little information was kept on the file.  
Issues of security 
2.2
During the pilot no issues were raised regarding security.  Every deacon was issued with a login name and a password which they were able to change to something more memorable for themselves. If somebody forgot their password, Development and Personnel reset the login and the individual could choose a more memorable password for themselves. 
Issues of access 
2.3
Physical access  


Choice of software: In line with Resolution 34/4 Development and Personnel staff tested various commercially available personnel software that enables each person to have access to their own personnel file. This type of personnel database was the software of choice when development and personnel upgraded the old HR database to a more modern and user friendly software, one which enables every member of staff to access their own personnel file. 
2.4
For the Connexional Team, a personnel software package called “Cascade” was chosen and this was rolled out to all staff within the Connexional Team.  This is a “self service” package that staff can access from their own computer and can ensure that their details are up to date. The somewhat quiet response to the roll out demonstrated a successful product launch.  Because Cascade had successfully been tried and tested within the Team, Development and Personnel (D&P) staff were confident in extending its use to deliver an electronic personnel file to each deacon. This software is easy to understand and feels ’instinctive‘for the user, with a good level of basic system administrative skills already embedded in D&P. 
2.5
During the pilot, there were very few software related questions. General feedback on the delivery of the personnel file was positive. People were surprised that the information contained in the file was very basic.  We had to explain that all information contained in the connexional database was yet to be included.  For example, the recording absences function could not be utilised as all deacons are dispersed with different forms of supervision.  We could have delivered the software to the relevant Circuit Superintendent but this was not the purpose of the pilot at this stage and would have added a layer of complexity to the pilot with regard to IT support and training and guidance for superintendents.  All superintendents would have needed training in absence records (ie holidays, sickness, and sabbaticals) and this was not a priority at the time of the pilot particularly as this may not be deemed a necessarily useful facet of the software.
2.6
Over time, as personnel files are delivered to all ministers, individuals will be able to utilise the features available as indicated in resolution 34/1 of the report to the Conference 2010.  This does indicate that delivery of the personnel files must be accompanied by suitable training and support to every minister and this is a key recommendation within this report.
2.7
In terms of choice of software, we therefore feel confident that the “Cascade” software is suitable for the purpose of delivering personnel files.
2.8
Individual email address needed – because this is a web-based package all ministers will need to nominate an email address from which their record is originated. This email address can either be work-related or personal, as long as the minister checks it regularly. Resolution 51/1 of the 2007 Conference made provision for all ministers to be provided with a ‘@methodist.org.uk’ address at connexional expense so these should be used for ministers who do not wish to use personal addresses. 
2.9
In order to enable access for every minister, a robust IT infrastructure is needed.  To effectively implement a personnel file for every minister, the software needs to sit on its own separate IT server in order to allow multiple access to the software from a great number of people at any given time.  The cost of a new IT server has been budgeted for and we can start preparing the IT infrastructure for the delivery of personnel files throughout 2013/14.
Issues of security

Access to personal information 
2.10
During the pilot, only the Warden of the Diaconal Order had access to some information kept on a deacon’s personnel file.  This personal information related only to what is available in the Minutes of the Conference and data kept on the connexional database.  Additional information such as emergency contact details was also accessible to the Warden. With reference to the 2010 Conference Report which illustrated the fields or “tabs” of data to be kept on a personnel file, the Warden had access to ‘Tab one‘ and some but not all of ’Tab Two‘ during the pilot. ‘Tab One’ is the existing information already held in the Minutes of the Conference and as a result of statutory requirements or something similar and ’Tab Two’  is information currently held as part of the duty of care (such as emergency contact details, pension details, pay roll number, tax codes, immigration status and safeguarding checks).
2.11
In terms of the actual personnel database access, only named staff within Development and Personnel will have access. Senior IT staff will have access to the server where the personnel software is installed.
2.12 
The personnel software chosen has an audit trail function which logs every access made to the system and can track who is accessing information.  The software also enables different information to be either screened or revealed depending on the user and their defined role which will determine their access rights.  These are some of the security measures in place to minimise the risk of misuse of data.



Issues of remedy for factually incorrect information 
2.13
During the pilot it was clear that from the point of exporting from the connexional database and importing into the Cascade database there were some changes to addresses. D&P were alerted to this and were able to correct the information.  To prevent this occurring during the full implementation an automatic interface between the two databases is to be developed which will enable the databases to update each other as primary and secondary databases as is relevant.  For example, if an address changes, the connexional database will act as the primary database and update Cascade as the secondary database accordingly.  However, if a minister changes their personal email address on Cascade, Cascade becomes the primary database and can automatically update the connexional database.    Throughout the implementation, further consultation will enable us to maximise the impact of this flexibility between the two databases.  This will allow ministers to update their own personnel records and will enable ’real time‘ up to date information.
3.0
Recommendations for Implementation

3.1
To ensure that the implementation of this project is carried out diligently and attentively, it would need to be implemented on a phased basis, by District in accordance with the following principles:
3.2
That a personal approach is taken and the introduction of the personal file and any subsequent questions and follow up support, is provided directly and face to face as much as possible rather than wholly relying on emails and telephone conversations which should be a complementary form of support for each presbyter and deacon.
3.3
Everyone will have different needs and require a varied spectrum of support, and this is to be taken into account in the planning of resource.
3.4
The various facets of the personnel file will be introduced on a gradual basis. This will ensure continuous use and familiarisation of the system, rather than simply introducing each personnel file and leaving it at that.
3.5
It has been evident during the pilot how resource-intensive this project has been. For the full implementation of the project to progress at the required pace, a dedicated resource would be required, focussing solely on the project.
3.6
This resource would enable the development of discussions and consultations so as to gradually incorporate Tabs One through to Tab Seven for every personnel file in accordance with the direction of the 2010 Conference. However, this will be implemented through regular consultation and will be thoughtfully timed after the initial implementation of personnel files for ministers.
3.7
There is a cost associated with enabling a flexible interface between the primary and secondary databases, and this has been budgeted for.  This interface will be initiated for the roll-out of the project and will help form the basis of consultations, training and support through a dedicated Personnel Officer.
3.8
The pilot with the Diaconal Order was carried out in fulfilment of Conference 2010 resolution 34/3 and it is intended that the gradual implementation of personnel files be achieved over the next 18 – 24 months. The implementation will also establish a personnel file for every ministerial candidate who is accepted into the ministry. Through careful training, support and consultation, the Methodist Church can slowly and deliberately establish how we best create a system of care for Methodist ministers with grace and integrity recognising the duty of care by each for the other. 
3.9
The report is written to fulfil the requirement of Resolution 34/3 (2010) and is presented to the 2013 Conference in accordance with the Resolution and following the approval of the Methodist Council. 
***RESOLUTION
16/1.
The Conference received the report. 
GLOSSARY OF TERMS
 

HR database: The information database for Human Resources.

Self access: The individual access of information via a personal username and password.

Cascade: The leading supplier of integrated HR software and HMRC-recognised Payroll software solutions.

Gmail: A free, secure advertising-supported webmail service provided by Google.

Ymail: A free email service offered by search engine company Yahoo.

IT Server: A physical computer dedicated to run services for a computer network.

Connexional database: The information database for the Connexional Team.

Automatic interface: An interface (both physical and electrical) in a computer network that runs automatically.

Primary database: A unique identifier field in a database that is the primary search key used to locate records.

Secondarydatabase: An additional or alternate key which can be used in addition to the primary key to locate specific data.

Interface: A point of interaction between two systems or components.

’real time‘: A system in which input data is processed within milliseconds so that it is available virtually immediately


